
Time Speaker # Event

12:00 PM Conference Kick off

Welcome - John Nagel Cybernet Security, 2018 CyberCon 

Chair 

Opening Remarks -(Shawn Riley, North Dakota ITD)

12:30 PM - 1:45 PM 8 Opening Keynote

Common Attack Vectors with Quick Win-Mitigations - 

Slade Griffin, Contextual Security

1:45 PM - 2:30 PM Concurrent Sessions 1.1

Critical Infrastructure 1.A CI Threat Brief (TBD)

Trends, Threats and 

Responses
1.B

Fantastic Vulnerabilities & Where to Find Them - Tim 

Jensen, AppSec Consulting

Key Interests 1.C
Automating Cyber Security Processes with Tools vs 

People - Elton Fontaine, Palo Alto Networks

3:00 PM - 3:45 PM Concurrent Sessions 1.2

Critical Infrastructure 2.A
Hacking Humans/Real Case Studies on Physical 

Security Attacks - Shane Swanson, North Dakota ITD

Trends, Threats and 

Responses
2.B Building a Culture of Cybersecurity - Jeff Nelson, NISC

Key Interests 2.C

Public Policy's Role in Cybersecurity (Panel) - Jeremy 

Neuharth , Tech ND (Moderator) , Re. Corey Mock, 

Legislative Information Technology 

Committee, Rep. Glenn Bosch, Interim Information 

Technology Committee; AVI Systems (retired), 

Peggy Link, MDU Resources, Sean Wiese, ND ITD

4:00 PM - 4:45  Concurrent Sessions 1.3

Critical Infrastructure 3.A
DAPL Lessons Learned and Civil Unrest Preparedness - 

Ben Leingang, ND Bureau of Criminal Investigation 

Trends, Threats and 

Responses
3.B

Walleyes, Whales & Cybersecurity - Jim Edman South 

Dakota Bureau of Information & Technology

Key Interests 3.C
All About Password Cracking - James Maguire, 

Highpoint Networks

Tentative Schedule - CyberCon 2018

Tuesday, October 2, 2018



7:30 am - 8:00 am Breakfast (provided with registration)

8:00 AM Welcome/Kick off Day 2

Announcements/Introduction - John Nagel Cybernet 

Security, 2018 CyberCon Chair 

8:15 am - 9:15 am Wednesday Morning Keynote

Protecting Soft Targets – Marriott’s Approach, J. Alan 

Orlob, Marriott International

9:15 am - 9:45 am Break 

9:45 am - 10:30 am Concurrent Sessions 2.1

Critical Infrastructure 4.A
Case Review: Canadian Pacific Railroad Victimization - 

Paul Couturier (FBI) and Tim Rank (Assistant US Attorney)

Trends, Threats and 

Responses
4.B

Cyber Intelligence Network - Corey Hovak, NY State 

Intelligence Center

Key Interests 4.C Reinventing PC Security - Jurgen Bayer, HP

11:00 am - 11:45 am Concurrent Sessions 2.2

Critical Infrastructure 5.A

Industry & Education Panel - Carla Hixson (BSC - 

Moderator), Matt Frohlich (BSC), Mike Schafer, Tanya 

Taplin (University of Mary, Prakash Ranganathan, Ph.D 

(UND), Dr. Jeremy Straub (NDSU)

Trends, Threats and 

Responses
5.B

The Art and Science of Threat Management Evan 

Francen, FRSecure

Key Interests 5.C

Small and medium-sized businesses (SMBs) are a big 

target. Resources are available. - Daniel Eliot, National 

Cyber Security Alliance

11:45 am - 12:30 pm Lunch (provided with registration)

12:45 PM - 1:30 PM Concurrent Sessions 2.2

Critical Infrastructure 6.A
NERC Compliance - It's Not a Choice Anymore - Jerry 

Ketterling, CyberNet Security

Trends, Threats and 

Responses
6.B Shell To Pay - Weston Hecker, MDU Resources 

Key Interests 6.C
The Cybersecurity "state" of North Dakota Looking 

Forward - Shawn Riley, North Dakota ITD

1:45 PM - 2:30 PM Concurrent Sessions 2.3

Critical Infrastructure 7.A
Introduction to Performing Security Assessments- 

Slade Griffin, Contextual Security

Wednesday, October 3, 2018



Trends, Threats and 

Responses
7.B

National Collegiate Cyber Defense Competition - Col. 

Ray Knutson, ND National Guard (moderator)

Key Interests 7.C
So You Think Your Business is Safe?: Live Hack 

(penetration test) - Tim Swartz, CyberNet Security, LLC 

2:45 pm - 3:45 pm Closing Keynote

10
Las Vegas Route 91 Lessons Learned - Rachel Skidmore, 

Southern Nevada Counter Terrorism Center

3:45 PM Wrap-up and Final Announcements


